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GAO-3 (rev 08/2011)      
ARIZONA DEPARTMENT OF ADMINISTRATION - GENERAL ACCOUNTING OFFICE (GAO)
SIGNATURE AUTHORIZATION FORM
Purpose: Completing this form will establish or remove all signature authority for an employee.         
Section I: Define Agency, Employee Information and Authorization Type           
Accounting Authorization Types
Central Payroll Authorization Types
Card Authorization Types
Other Authorization Types 
and/or Restrictions
Section II: Provide Approval Signatures          
AFIS
SEC
ADMIN
HRIS
SEC
ADMIN
AGENCY
HEAD 
(or designee)
 
 
 
 Instructions for the Signature Authorization Form (GAO-3)
 
Purpose: The Signature Authorization Form (GAO-3) is the official General Accounting Office (GAO) form that a State agency head uses to delegate signature authority to an assistant, clerk, or employee to approve documents sent to the GAO for approval and/or processing. Prior to approving or processing an agency document, the GAO staff verifies the document approver has the signature authority for the document type submitted.
 
General instructions:
1.         Complete the GAO-3 form by computer, not by hand.
2.         Print the form, then save it with a filename such as Name EIN.pdf (e.g., Doe_Jane 999999.pdf).
3.         Have the employee sign, initial and date the form in dark blue or black ink (not pencil).
4.         Obtain the appropriate approval signatures and dates in dark blue or black ink (not pencil).
NOTE: Incomplete forms or forms completed incorrectly will not be processed and will be returned to the agency security administrator along with an explanation of deficiencies.
5.         Make a copy for your records and submit the original form by interoffice mail to:
ADOA-GAO SECURITY
For those agencies without interoffice mail, please mail the completed original form to:       
ADOA-General Accounting Office
Attn: GAO-Security
100 N. 15th Ave., Suite 302
Phoenix, AZ  85007
 
Specific instructions (please read carefully):
Except for the signatures, initials, and dates, this form must be completed on the computer, not by hand. This requirement will reduce the number of incomplete forms requiring re-work, and will reduce the risk of unauthorized changes to the form after the agency security administrator(s) and agency head approve it. Forms received with Authorization Types selected or entered by hand after the form is printed are invalid, and GAO Security will return the form to the agency security administrator.
 
SECTION I: DEFINE AGENCY, EMPLOYEE INFORMATION, AND AUTHORIZATION TYPES:
Agency Code 
Required. Select the employee's agency from the dropdown menu.
 
Agency Section/Division
Optional. Enter the employee's agency section or division, if any. Agencies may wish to use this text box for organizational purposes.
 
Request Type: Establish Authorization or Remove ALL Signature Authority
Required.
1) Establish Authorization - Click inside this box to establish a new signature authorization profile. If the GAO has a valid GAO-3 on file for an employee, selecting this box will replace the existing profile. Replace an existing signature authorization profile whenever the employee's name or responsibilities change. 
 
2) Remove ALL Signature Authority - Click inside this box to remove all signature authority from an employee. If selected, please provide the Effective Date, the employee's EIN and Name. When selected, the remaining fields in Section I become read-only.
 
Effective Date
Required. Use the dropdown calendar to select the date the signature authorization becomes valid.
 
Ending Date 
Use the dropdown calendar to select an ending date if this is a temporary signature authorization request. If you select this box, GAO Security will remove all signature authority from the employee at the end of the selected date. A GAO-3 to remove the authority will not be required.
 
 
 
 
EIN (Employee Identification Number)
Required. Enter the employee's five or six digit Human Resource Information Solution (HRIS) Employee Identification Number (EIN), excluding leading zeros. 
 
Emp Name 
Required. Enter the employee's full name. If an employee with a valid GAO-3 on file with GAO Security changes his or her name, please submit a new Establish Authorization GAO-3 for that employee. 
 
Phone / Ext
Required only for Establish Authorization. Enter the employee's work phone number, including area code. Enter numbers only; the form automatically adds the standard phone number formatting. Enter an extension, if applicable.  
 
Title 
Required only for Establish Authorization. Enter the employee's working title. This should be a descriptive job title that reflects the individual's position within the organization.
 
Employee's E-mail 
Enter the employee's work e-mail address. 
 
Employee's Signature and Date 
Required only for Establish Authorization. After completing and printing the GAO-3 form, have the employee sign, initial, and date the form in the provided fields. The employee should sign and date in blue or black permanent ink in a manner consistent with the signature or initials that the employee will use to authorize transactions on Accounting, Central Payroll, Card, and Other Authorization Type form(s). For example, if the employee will be using initials for some authorizations, then he or she should also initial in the box next to his or her signature on the GAO-3.
 
NOTICE: AUTHORIZATION TYPES MUST BE SELECTED ON THE COMPUTER BEFORE PRINTING THE FORM! Click inside the box to select transaction(s) the employee will approve on your agency's behalf. Click inside the box again to de-select the transaction. Any handwritten authorization selections, designations, restrictions, or other marks on the form may invalidate the form and cause delays in processing. The only acceptable handwriting on the form is the employee's signature, initials, the date he or she signed the form, and the signatures and respective dates signed, of the GAO-3 approvers.
 
Accounting Authorization Types  - SELECT ON THE COMPUTER BEFORE PRINTING 
Required only for Establish Authorization. Click inside the box to select the accounting type transaction(s) the employee will approve on your agency's behalf. Click inside the box again to de-select. These selections represent accounting type transaction documents submitted by the agency to the GAO for approval and/or processing. 
 
To give an employee the ability to approve all accounting type transactions, except the Arizona Financial Information System (AFIS) Security Administrator Authority, select box 198.  
 
The AFIS Security Administrator Authority, authorization type 199, gives an employee the authority to approve your agency's AFIS Security Authorization Forms (GAO-96), Signature Authorization Forms (GAO-3) designating Accounting Authorization Type signature authority, and Warrant Authorization Card Requests (GAO-9) to pick up Vendor warrants.   
 
Note: Accounting Authorization Type 129 has been inactivated and the space reserved for future GAO use.
 
Central Payroll Authorization Types  - SELECT ON THE COMPUTER BEFORE PRINTING
Required only for Establish Authorization. Click inside the box next to the central payroll type transaction(s) the employee will approve on your agency's behalf. Click inside the box again to de-select. These selections represent central payroll type transaction documents submitted by the agency to the GAO for approval and/or processing.
 
To give an employee the ability to authorize all central payroll type transactions except the HRIS Security Administrator Authority, select box 298. 
 
 
 
 
 
The HRIS Security Administrator Authority, authorization type 299, gives an employee the authority to approve your agency's Signature Authorization Forms (GAO-3) designating Central Payroll Authorization Type signature authority, and Warrant Authorization Card Requests (GAO-9) to pick up payroll warrants. 
 
Card Authorization Types  - SELECT ON THE COMPUTER BEFORE PRINTING
Click inside the box next to a Card Authorization Type to designate the employee as the Card Program Administrator for the agency. Click inside the box again to de-select. 
 
The agency P-Card Program Administrator, Card Authorization Type 301, coordinates all activity for the agency's P-Card Program. This employee may request additional P-Cards, change P-Card limits, view online activity and reports and request account changes (address, phone number, etc).    
 
The agency Travel Card Program Administrator, Card Authorization Type 302, coordinates all activity for the agency's Travel Card Program. This employee may submit travel card applications, change travel card limits, view online activity and reports, and request account changes (address, phone number, etc).  
 
Other Authorization Types and/or Restrictions  - COMPLETE ON THE COMPUTER BEFORE PRINTING
We provide this text box so that agencies may restrict the Authorization Type(s) selected, and/or designate agency-specific signature authority for internal control purposes. We do not require the use of this field. If you decide to use this field, it must be filled in on the computer before the form is printed. Handwriting in this field may invalidate the form.
 
To restrict an employee's approval authority over documents sent to the GAO, select the related Authorization Type. Then in the text box provided, type the associated GAO Authorization Type code followed by the restriction. For example, to restrict the dollar amount of claims a designated signer may approve to $5,000 or less, select 122 - Claims (GAO-504, 504b, 508) in the Accounting Authorization Types section, and in the Other Authorization Types and/or Restrictions text box type “122  - Claims less than $5,000.” For documents sent to the GAO for approval or processing, the GAO will look at the approver's GAO-3 and verify he or she has the authority to approve the type of document, subject to any restrictions listed in this box.  
 
To designate signature authority for internal control purposes within your agency, type each agency-specific signature authorization type for the employee in the text box provided.  
 
SECTION II: PROVIDE APPROVAL SIGNATURES 
The agency security administrator initiating the form is responsible for acquiring the signatures on the GAO-3, including the signature of the agency head (or designee) approving the form. If a designee has approved the GAO-3, the security administrator, by his or her signature, is affirming the designee has sufficient and appropriately designated signature authority to approve the form. 
 
AFIS Security Administrator: Required when authorizing Accounting Transaction Types. An agency AFIS security administrator must sign the GAO-3 whenever access to Accounting Transaction Type(s) is being authorized. The AFIS security administrator's signature indicates that the access being requested is appropriate and that the agency head/designee signature has been verified. 
 
The agency head (or designee) designates the agency AFIS Security Administrator on a Signature Authorization Form (GAO-3) using Accounting Authorization Type 199. 
 
HRIS Security Administrator: Required when authorizing Central Payroll Transaction Types. An agency HRIS security administrator must sign the GAO-3 whenever access to Central Payroll Transaction Type(s) is being authorized. The HRIS security administrator's signature indicates that the access being requested is appropriate and that the agency head/designee signature has been verified. 
 
The agency head (or designee) designates the agency HRIS Security Administrator on a Signature Authorization Form (GAO-3) using Central Payroll Authorization Type 299. 
 
 
 
 
 
 
AGENCY HEAD (or designee): Required. The signature of the agency head, or his or her designee, is required on all GAO-3 signature authorization requests submitted to the GAO.  If the agency is removing all signature authority from an employee, only the agency head (or designee) signature is required. 
 
In this document, “Agency head” is used in place of “officer” or “public officer” to describe the head of an agency, board or commission, pursuant to Arizona Revised Statutes (A.R.S.) Title 38, Public Officers and Employees, Chapter 1, General Provisions, Article 1, Definitions, section 38-101, which states: 
 
3. "Officer" or "public officer" means the incumbent of any office, member of any board or commission, or his deputy or assistant exercising the powers and duties of the officer, other than clerks or mere employees of the officer.
 
The public officer's “deputy or assistant” is appointed by the public officer pursuant to A.R.S. section 38-461, Appointment and recording of appointment, which states: 
 
A. Every state officer, board or commission may appoint deputies and assistants when authorized by law and may appoint clerks and employees for the prompt discharge of the duties of the office.
B. Deputies, assistants and subordinate officers whose appointments are not otherwise provided for by law shall be appointed by the officer or body to whom they are subordinate. 
C. The appointment of deputies and assistants by state officers, boards or commissions shall be in writing and filed in the office of the secretary of state.
                  
If a deputy, assistant or designee will sign the GAO-3 as agency head, the agency security administrator should have a copy of the official appointment on file and available for inspection by GAO Security. Appointments should be in writing and signed by the agency head. The appointment should specify the designee's job title and the specific authority delegated. 
 
For each of the approvers required to sign the form:
EIN 
Required. Enter the five or six digit Human Resource Information Solution (HRIS) Employee Identification Number (EIN), excluding leading zeros.
 
Name 
Required. Enter the full name as listed in the HRIS.
         
Work Phone [Ext]
Required. Enter the approver's work phone number, including area code. Only enter the numbers; the form automatically adds the standard phone number formatting. Enter an extension, if applicable.
 
Title
Required. Enter each approver's working title, a descriptive job title that reflects the individual's position within the organization.
 
E-mail 
Enter the work e-mail address of each approver.
 
Signature and Date
Required. After printing the form, have each approver sign and date the GAO-3 in dark blue or black ink.
  
PRINTING AND RESET INSTRUCTIONS
We recommend you save a copy of the form as a template with the fields filled in for Agency Code, Agency Section/Division (if applicable), AFIS and HRIS security administrator and Agency Head (or designee) EIN, Name, Work Phone, Extension (if applicable), Title, and E-mail. This will facilitate your filling out future GAO-3s.
 
 
 
 
 
We also recommend you save a copy of the form completed for each employee (e.g., Doe_Jane 999999.pdf) prior to resetting the form for the next employee. This will facilitate researching current agency signature authority and in filling out subsequent GAO-3s for each employee.for approval and processing
 
After Sections I and II have been completed, please print the form by clicking the “Print” box centered at the bottom of the form. If any Required information is missing, a message box will appear describing the missing information to be entered. While the form will print with missing or incorrect information, GAO Security will return invalid forms to the agency with an explanation of deficiencies, which will delay processing.
 
Tips: The two “Reset” buttons located in the upper right-hand corner of the GAO-3 are helpful if the user is completing multiple forms in succession. For example, after a GAO-3 has been successfully completed, saved, and printed, clicking on the “Reset Employee” box will erase all information in the Section I fields except the Agency Code. Approver information in Section II remains intact. Clicking the “Reset ALL” box will reset the form to its original condition, de-selecting all authorization types and clearing all fields.
  
HOW GAO EMPLOYEES USE THE GAO-3
This form identifies an employee's authority to approve documents submitted to the GAO for approval or processing, and provides an example of his or her signature and initials, if used.
 
When an Agency submits a document to the GAO for approval and processing, GAO employees open the approver's GAO-3 file to verify the authenticity of the approval signature on the document, and to verify the agency head or (designee) authorized the individual to approve the document type. Eventually, all documents submitted to the GAO for approval and processing will include a field for the approver's EIN in addition to his or her signature.
 
After validating a GAO-3, GAO Security scans the form and saves the file to a secure network drive accessible to GAO employees only. In this way, GAO employees are able to verify the authority and signature of individuals approving documents submitted to the GAO for approval and processing
 
8.0.1291.1.339988.308172
	: 
	ResetButton1: 
	AGY: 
	Section: 
	CheckBox2: 0
	CheckBox1: 0
	EffectDate: 
	EndDate: 
	EIN: 
	Name: 
	Phone: 
	Ext: 
	Title: 
	email: 
	signdate: 
	a121: 0
	a133: 0
	c221: 0
	a122: 0
	a134: 0
	c222: 0
	a123: 0
	a135: 0
	c223: 0
	a124: 0
	a136: 0
	c224: 0
	a125: 0
	a137: 0
	c225: 0
	a126: 0
	a138: 0
	c226: 0
	a127: 0
	a139: 0
	c227: 0
	a128: 0
	a140: 0
	c298: 0
	a129: 0
	a141: 0
	c299: 0
	a130: 0
	a142: 0
	a131: 0
	a198: 0
	ot301: 0
	a132: 0
	a199: 0
	ot302: 0
	OtherAuth: 
	AFISEIN: 
	AFISname: 
	AFISPhone: 
	AFISExt: 
	AFISTitle: 
	AFISemail: 
	AFISSign1: 
	AFISDate: 
	HRISEIN: 
	HRISname: 
	HRISPhone: 
	HRExt: 
	HRISTitle: 
	HRISemail: 
	HRISSign1: 
	HRISDate: 
	AGEIN: 
	AHname: 
	AHPhone: 
	AHExt: 
	AHTitle: 
	AHemail: 
	ahsign1: 
	AHdate: 
	PrintButton1: 



